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Connecting to 10.33.2.10:22...

Connection established.

To escape to local shell, press 'Ctrl+Alt+]"'.
Connection closing...Socket close.

Connection closed by foreign host.
Disconnected from remote host(00. khnp-director) at 09:58:04.

Type "help' to learn how to use Xshell prompt.

0000 opensshO00O0D OO0 O0DOO0O0O OD0DO0 ODO0OO OOOD.O000O0 OOOO openssh
daemond OO OO0 OO OO0 sshd configD O0OOOOO.

# To modify the system-wide sshd configuration, create a *.conf file under
# /Jetc/ssh/sshd config.d/ which will be automatically included below
Include /etc/ssh/sshd config.d/*.conf HHH I <<<<< - 00O

# If you want to change the port on a SELinux system, you have to tell
# SELinux about this change.

# semanage port -a -t ssh port t -p tcp #PORTNUMBER

#

#Port 22

#AddressFamily any

#ListenAddress 0.0.0.0

#ListenAddress ::

00 O sshd config.d 0000 OO0 0000 OO0 OODOOO

[root@kvm33 sshd config.d]# 11

total 8
-rw-r--r--. 1 root root 141 Nov 21 12:10 Ol-permitrootlogin.conf
-rW------- . 1 root root 719 Sep 23 2022 50-redhat.conf

[root@kvm33 sshd config.d]# cat 50-redhat.conf

# This system is following system-wide crypto policy. The changes to

# crypto properties (Ciphers, MACs, ...) will not have any effect in

# this or following included files. To override some configuration option,
# write it before this block or include it before this file.

# Please, see manual pages for update-crypto-policies(8) and sshd config(5).
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Include /etc/crypto-policies/back-ends/opensshserver.config HHHHHHHH

<<<<<-- OO0

SyslogFacility AUTHPRIV
ChallengeResponseAuthentication no

GSSAPIAuthentication yes
GSSAPICleanupCredentials no

UsePAM yes
X11lForwarding yes

# It is recommended to use pam motd in /etc/pam.d/sshd instead of PrintMotd,
# as it is more configurable and versatile than the built-in version.

PrintMotd no

00 OO0 opensshserver.configO O OO opensshO OO0 OO0 O0OO0O0OO.0 000000
000 000 00000000 ODOO00O0bDDO OO0 SHA1OODO OO OobOoodo o oooao o
goo.

0000000000000 0000000 opensshD OOOD OO0 OOOD ODODO ODOO
I A A Iy N A

OO0 000 O0O0sshOOOODOOOO OO ODOOOO0 OO0 OODOOODODOODOOO OO
goo.

000 00000 00 IncludedO0O O0O0OO0O OOOOO DOO.000 OO puttyD OO ssh
client OOOD O0ODOO O0O.

ooon

e https://bugzilla.redhat.com/show_bug.cgi?id=2088750
e https://bugzilla.redhat.com/show_bug.cgi?id=2150710
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