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Instance root password injection

0000 0O000/0000 0000 rootO0000 DODO0OOOD OO.key paird 0O 0O0OOO
O000000.00 0000 000 0000 0000 root passwordd O0OOO0 D000 OOO
b oooog oo,

Launch Instance

You can customize your instance after it has launched using the options available here. "Customization Script" is

Detals analogous to "User Data" in other systems.
Source Load Customization Script from a file
Browse... Mo file selected.
Flaver *
Customization Script (Modified) Content size: 87 bytes of 16.00 KB
Metworks
shwork #cloud-config|
ssh_pwauth: True
Network Ports
[ lst: |
Security Groups
[ expire: False
Key Pair
Configuration 4
Disk Partition
Server Groups
Automatic :I

Scheduler Hints
O Configuration Drive

Metadata

% Cancel < Back Next »

0000 000 OO0 (configuration) 000 OO0 OO0 O0OD ODOOO.

#cloud-config
ssh _pwauth: True
chpasswd:
list: |
root:<password>
cloud-user:<password>
expire: False

<password>0 00 OO0 OOOOO0O OOOO OO.

oot

e https://techglimpse.com/nova-boot-instance-with-password/
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Red Hat Enterprise Linux

RHELO OO0 OO sshOOO rootlogin OO0 OO0OO 000 0000 OO0 OO00OO.

#cloud-config
# vim:syntax=yaml
debug: True
ssh _pwauth: True
disable root: false
chpasswd:
list: |
root:password
cloud-user:password
expire: false
runcmd:
- sed -i'.orig' -e's/without-password/yes/' /etc/ssh/sshd config
- sed -1 -e '/"Port/s/~.*$/Port 4444/' /etc/ssh/sshd config
- sed -i -e '/"PermitRootLogin/s/".*$/PermitRootLogin no/'
/etc/ssh/sshd config
- service sshd restart

Jodgd

https://cloudinit.readthedocs.io/en/latest/index.html
https://access.redhat.com/discussions/499513
https://access.redhat.com/documentation/en-us/red_hat_openstack_platform/16.0/html/instance
s_and_images_guide/ch-manage_instances#section-inject-admin-password
https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux_atomic_host/7/html/in
stallation_and_configuration_guide/setting up_cloud_init
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