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최신 보안패치 및 벤더 권고사항 적용

점검목적 주기적인 패치 적용을 통하여 보안성 및 시스템 안정성을 확보함

보안위협 최신 보안패치가 적용되지 않을 경우, 이미 알려진 취약점을 통하여 공격자에 의해 시스템 침
해사고 발생 가능성이 존재함

점검방법 패치 적용 정책 수립 여부 및 정책에 따른 패치 적용 여부 확인

Step 1) 다음의 사이트에서 해당 버전을 찾음 http://www.redhat.com/security/updates/
http://www.redhat.com/security/updates/eol/ (Red Hat LINUX 9 이하 버전)

Step 2) 발표된 Update 중 현재 사용 중인 보안 관련 Update 찾아 해당 Update Download

Step 3) Update 설치

#rpm –Uvh <pakage-name>
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